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® |IEEES02.11ax& 0| 2%t £ M HI0IE MdIA & 1= it
-5G & 2 FH|E OiH]| 11axE 15 HIS2 5G U4H] 2% H| S

o 1S/ S 4IAl FEO| ¥ Wi-Fi “Link NYC”
- 1lac J1& JIBH J|&2 MEet (Yl S5HY W2 S & MHIA H2
ZX30F UE K210l Links & X, CFEEH AHIA K2

® |[EEES02.11ax9] EA
- X/} 9.6Gbps 2 =1 GI0IE AHHIA XIS
- OFDMA J|Et XH& 2| &3l AHEH SEH S
- U =S XA E2X02 Wi-Fi AHIA RIB

[5=2 22 Wi-Fi: Links &% 2&]
X Links= 2020E JFXl 12t0H & Xl Ol &
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® WLAN £8 S 525G ds8 U1F

- Broadcom Al&#dI0|M Eil} ITU-R IMT-2020 eMBB Indoor Hot Spot, Dense Urban
AL ds& IF IHE

Metric ITU-R Evaluation Method Minimum Requirement 802.11ax Performance
1 Peak data rate Analytical DL/UL : 20/10 Gbps DL/UL : 20.78 Gbps [Note 1]
2 Peak spectral efficiency Analytical DL/UL : 30/15 bits/s/Hz DL/UL : 58.01 bits/s/Hz [Note 2]

Analytical for single band an .
8 User experienced data rate d single layer; Not applicable for Indoor Not applicable

Simulation for multi-layer ~ HOtSPOt

1 g‘f“ﬂgfgggyt“e user spectral  gimyation DL/UL : 0.3/0.21 bits/s/Hz  DL/UL : 0.45/0.52 bits/s/Hz [Note 3]
5 Average spectral efficiency Simulation DL/UL : 9/6.75 bits/s/Hz/TRXP glé‘]“ +9.82/13.7 bits/s/Hz/TRxP [Not

; ; ; ] . Required DL bandwidth = 170 MHz
6 Area traffic capacity Analytical DL : 10 Mbit/s/m2 with 3 TRxP/site. [Note 4]
7 Mobility Simulation UL : 1.5 bits/s/Hz UL : 9.4 bits/s/Hz
8 Bandwidth Inspection 100 MHz, scalable 20/40/80/80+80/160 MHz
9 User plane latency Analytical DL/UL: 4 ms DL/UL : 80 us [Note 5]

Indoor Hot Spot 2% AIEd|014 21
5
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® WLAN/5G 88 20}

us

28 Enterprise, Factory Devices, Public Wi-Fi,
E Jts

- WBA & NGMN Alliance Oil Tt
Smart City, Home Wi-Fi & &

- WLANO| 5G 2 XL %2 E610 Dual Access, Mobility, QoS &2l S ds At

Data Network

o e 56 AN MEE XH
« Dual Access X|¥

____________

« Traffic Switching, Steering &
Splitting XI'&4

Enterprise e * Network Management

Wi-Fi Access

E - SIM card 80 22t J15 X2
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® Key Challenges for WLAN & 5G Convergence

- Tight Integration between 5G and WLAN for improved session mobility
- Access visibility, network management and policy control

- Enablement of WLAN devices to connect 5G network

- Traffic routing across multiple accesses

- Network Slicing

- Device support to consider WLAN and 5G convergence
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Current WLAN access network can not access to 5G core network. So the
station can not provide dual access of 5G and WLAN using 5G core
networks. Therefore, it needs WLAN interworking to 5G network.

3GPP 5G communication network can support multi-RAT including non-
3GPP access techniques.

3GPP already have released 5G core architecture to have multiple
interfaces with 3GPP access type or non-3GPP access type.

IEEE 802.11 access technigues need to provide interface and
communication protocols to be interworked with 5G core network
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5G System Architecture supports signalling and data connectivity
using Service Based Interface(SBI), separate Control Plane (CP) and
Data Plane(DP)

NSSF NEF NRF PCF UDM AF - UE: User Equipment
Nnssf Nnef Nnrf Npcf Nudm Naf * AN: Access Network
« UPF: User Plane Function
Nausf | Namf Nsmf -
_<L_ ar’n_L‘ S * AMF: Access & Mobility Management
AUSE | [ AMF SMF « SMF: Session Management Function

* NSSP: Network Slice Selection Policy
* NEF: Network Exposure Function

N\ N2 N4

* NRF: Network Repository Function
/ » PCF: Policy Control Function
UE (RIAN N3 UPF  ——N6— DN « UDM: Unified Data Management
|_N9J » AF: Application Function

10
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® N3IWF provides interworking between Untrusted Non-3GPP
Access(ex, WLAN access network) and 5G core network

- Y2, NWu,N1 interfaces are defined in the domain of 3GPP network

NSSF AUSF —M13—] UDM

PCF N AF

I Data Metwork
MNE

11



Non-3GPP Access Network <

® UE initially gets IP address via Non-3GPP access network

® UE initiates IPsec Security Association(SA) by initiating IKE exchange

® UE initiates IKE_AUTH exchange by using EAP-5G signalling

® UE receives encapsulated NAS message within EAP-5G packet

NAS NAS
EAP-5G —»| EAP-5G QY |
|
IKEv2 } > IKEv2 N2 4—? N2
P P < > P stack | stack
Lower Lower
Non-3GPP Non-3GPP layers H layers
UE Untrusted non-3GPP | N3IWE } AME
access network NWU N2

Control Plane before the signalling IPsec is established between UE and N3IWF (3GPP TS 23.501)

12



Non-3GPP Access Network <

® UE establishes IPsec Security Association(SA)

® NAS messages between UE and AMF are carried over IPsec Security

Association(SA)
NAS [« P NAS
TCP g . p| TCP Rela
Inner IP Inner IP |
IPsec i »| [Psec
(tunnel mode) | (tunnel mode) < ! > N2
P P < —» P |
Lower Lower
Non-3GPP < > Non-3GPP layers < > layers
UE Untrusted non-3GPP N3IWE ; AMF
access network Nwu N2

Control Plane after the signalling IPsec is established between UE and N3IWF (3GPP TS 23.501)

13



Non-3GPP Access Network <

® Packet data unit is exchanged between UE and UPF in IPsec Tunnel Mode

® Large GRE packets are fragmented by the "inner IP" layer

® UDP protocol may be used below the IPsec layer to enable NAT traversal

PDU Layer | > Fa?/gr
N
GRE < . GRE Relay, | \Relai e |
Inner IP |« | InnerIP | \[ |
IPsec - i - IPsec N3 i | N3 | N9 | i N9
(tunnel mode) 3 (tunnel mode) | siack l—— | stack | stack |<—~>] stack
P e P - > P o | |
Lower Lower |
Non-3GPP - Non-3GPP IayerS 4—%—» |ayers | J|_ Jl
Untrusted non-3GPP | w UPF
UE N3IWF | UPF | PDU
access network Nwu N3 N9 (
Session
Anchor)

Data Plane between UE and N3IWF (3GPP TS 23.501)

* NAT : Network Address Transnation

14



® 3GPP supports ATSSS between 3GPP and non-3GPP access networks

® ATSSS can enable traffic selection, switching and splitting between 5G and
WLAN

Multi-Access

UE N3 UPE-1 PDU session
NGRS — (optoran~
P | N J
/ \\ l
T Child PDU N2 ? NG
Interface session #1 AME |- N1 | e N4 || __ ] UPF-A {
WL N2 7 T
5 2
A - |
|
o .. WLAN| N3IWF N3 UPE-
Chl|q PDU Toptional)
session #2 AN

Support of Multi-Access PDU Sessions (3GPP TR 23.793)

15



® ATSSS Policy Enforcement function in SMF is responsible for ATSSS policies
enforcement and session management of all PDU sessions between 5G core
and UE

® Policy Enforcement function can also provide ATSSS PDU session related
rules to UE during PDU session establishment and PDU session modification

Application /Service Layer

QoS Rules (with SDF templates |
‘-‘—_
" ATSSS rule) (with ATSSS rule) =y
QoS ﬂOW\ l
— — [
Mapping QoS H
flow to AN |
Resource ‘_w_ e
o 3GPP AN Resource -
',{ 3GPP AN Resource o :4_ I:" —————————
3GPP AN | MAPDU session
mwom BN
-- i
Ly 11
= — £ e ' UPF
N3G AN

The principle for classification and User Plane marking for QoS Flows and
mapping to AN Resources (3GPP TS 23.501)

16
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WLAN & oG B S

® The interworking reference model consists of UE, 3GPP and WLAN access
network, 3GPP 5G core network and sever. UE have functions of 3GPP
access and WLAN station, which consists of TEC and TEl.

® WLAN access network may have ANC and WLAN access data path
according to WLAN network reference model IEEE 802.ICF-2019

UE

3GPP
Access

STA

TEC

TEl

5G
Access 3GPP Access
P Network

Server

3GPP 5G

WLAN Core Network
Access ANC ) 'P"'-
—F

e WLAN Access
Data Path

WLAN Access Network

WLAN Interworking Model with 3GPP Core Network

18



WLAN & oG & SEN

e WLAN Interworking Types

UE ca
3GPP Access 3GPP Access |
Access P Network
oA WLAN W . 3GPP 5G Server
u
— Core Network
TEC Access ANC vo e
—2—| | WLAN Access
TEI Data Path
WLAN Access Network
Tightly Coupled Interworking Type
UE ca
3GPP Access 3GPP Access
Access e Network \
STA
WLAN NT |
TEC Access ANC «——/ AMF | 3Gpp5G Server
WLAN Access M Core Network
wm | |7 v2_ (e -;
Data Path —=—»
WLAN Access Network| 7777

Loosely Coupled Interworking Type
19



® These red coloured Y1, Y2, Y3 and NWu interfaces are in the domain of

WLAN and may be provided in STA and WLAN access network

® The other refe

UE

rence interfaces are referred to 3GPP core network.

N1
N1 NT5
§ 3
N11 N7
36PP | Acce 3GPP Access | N2 | AMF fe—| SMF e PCF
Access [* ~—*  Network :
N2
STA ) Nj
V3 NWu ~_
TEC |&— ANC . .
YT | WLAN Access y2 | N3IWF UFP
L | Data Path
3GPP 56
WLAN Access Network Core Network

20



Functional entities to be modified
TEC (Terminal Control) and Access Network Control(ANC) function need to

provide Nwu protocol
communication protocol and QoS mapping

® Signal interface to be defined

- Y2 interface : wireline communication between WLAN access data path and N3IWF

- Y3 interface : NWu communication protocol

STA

TEC

Y3

> ANC

TE

)

Y1

NWu
‘-

o WLAN Access

F 3

Data Path

Y2

WLAN Access Network |

N3IWF

5G Core Network

WLAN Interworking Reference Model with 3GPP Core Network

21




® Radio channel sharing method

TEI of STA monitors the usage of WLAN access network if the radio channel is busy or
idle. If the radio channel is idle, UE tries to send control or traffic data

® Registration & Authentication

- IP communication protocol
- IKEv2 authorization protocol
- EAP-5G protocol

- NAS signallil N1 signal NWu signal
< /
NAS g 7 »  NAS
EAP5G |« ; £l eapse Rey .
[ 1
I I
1
-
IKEv2 - i - IKEv2 N2 : N2
P P — P <« P stack | stack
I I
| I
Lower ! Lower |
Non-3GPP - Non-3GPP Iayers ‘—:—-' Iayers :
UE Untrusted non-3GPP i \ N3IWF i AMF
access network Nwu N2
Y2 Interface

Message procedures in control plane

22



® NWu is IP based communication protocol between STA and N3IWF to
establish secured channel. IKEv2 and EAP-5G protocol are used.

WLAN Access
STA Network N3IWF

IP address allocation

IKE-SA-INIT Request/Response

IKE AUTH-Request(NAS-PDU[Registration Request])

»
> >

IKE AUTH-Request/Respgnse (NAS-PDU[Identity
Request/Response])

IKE AUTH-Request/Respgnse (NAS-PDU[Auth Request/
Response])

IKE AUTH-Request/Respgnse (NAS-PDU[Security Mode
Command/Complete])

IPsec SA is completed

NWu message procedures in control plane

23



IPsec Tunneling Function

- IP communication protocol
- IPsec communication protocol
- GRE communication protocol

Data Packet

NWu signal

g

SC of UE and ANC of WLAN access network shall have specific functional
requirements to interwork with 3GPP 5G core network.

- / .| PDU
PDU Layer |- 7 7 |_Layer
GRE P ‘/_‘ GRE Relay N Relay .~ |
‘ \r I
Inner IP | p-| InnerlIP | | |
1 1
) IF-‘T'.EN;d ) - > |Plse°d ) N3 i | N3 | | N9
unnel mode ‘ unnel mode) | stack <—ﬁ' stack stan:k stack
P e P | P | ‘ I I
1 | 1
Non-3GPP [ | Nonagep | Lower | 1 || Lower A T I
< > layers >l layers ! !
‘ A | [
Untrusted non-3GPP : \' N3IWE H | UPF
VE access network Nwu N3 UPF N9 (PDU
Session
Y2 Interface Anchor)

Packet exchange in IPsec tunnelling mode
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® Traffic Selection, Switching and Splitting(ATSSS)

- Fast switching time & session continuity support
- All IP protocol support
- Traffic routing should be under policy control

UE

Interface

Virtual

A

WL

5

<

Child PDU
session #2

Multi-Access
PDU session
NG-RAN N3 UPF-1
— (optionaly
/ N I
\\ |
Child PDU N2 . !
i b N4 :
session #1 AME | N11 | SME L-— % -+ UPF-A
N2 -~ |
i |
|
WLAN| N3IWF N3 UPF-2
(Optional)
AN

ATSSS Function

25
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® Technical report in IEEE ANNI WG

- Subject : Technical report on interworking between 3GPP 5G network and WLAN

- Milestone: 13t draft will be written in January meeting and updated in the following
meeting, and will be completed in May meeting

- Supporting members: ETRI, all Radio Co. Ltd, KT, Nevision Telecom Inc., TTA, RCN
Broadcom

® Scope of technical report

- The current report covers Rel. 15 version of 3GPP network. Broadcom suggested
extension on Rel. 16 version of 3GPP network

- 3GPP Rel. 16 studies on 5GS Enhanced support of Vertical and LAN Services

26
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